33 8 Vol.33 No.8
2014 8 JOURNAL OF INTELLIGENCE Aug. 2014

(1. 200433; 2. 200433)

W %% 3E T2 AF CHIETIE AT AR T AN T RARAEZ L6 R E AT 5 g i 5%
P — R BN o MIERIRE R R A S REA AT RAZESHT 2B MAERNTF, BRI A ELRFN
JRB, S5 Mr ) 2 X e ) 25 R AR 0 AR R R Fe R WA S AU . BIATIX R & 2R A A R R B AUEL 95 2T
TR 4% AFF 50 — 520 s K, At T VA B e B AL IR W) 48K 4R T8 S ok SR AR P 09 T A AR R
Mkbk MSERAFE MR RNisid MEiE AiIn
D81 A 1002-1965( 2014) 08-0025-06
DOI  10.3969/j. issn. 1002-1965. 2014. 08. 005

A Structural Analysis of the Narratives of Cyberwar: Subjects and Objectives

Cai Cuihong' Diego Dati’
(1. Center for American Studies Fudan University Shanghai 200433;
2. School of International Relations and Public Affairs Fudan University Shanghai 200433)

Abstract The concept of cyberwar has become too broad and its random use raises a series of doubts about the reasons behind the creation
of such narratives and the genuineness of their claims. This article analyzes the narratives of cyberwar produced in the U. S. from the per—
spectives of media reports decision makers and experts. It then explains why the concept has become so confusing and what are the explic—
it and concealed objectives of the actors producing such narratives. Dissecting these actors and their objectives will help to shed some light
on the issue of cyberwar in order to promote better judgment and avoid dangerous fallacies in the process of policymaking.
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